IBM Z Application Performance Management Connect 
Version 6.1.0 fix pack 8
Overview
IBM Z Application Performance Management Connect (IBM Z APM Connect) is a connector that provides transaction tracking information to Application Performance Management (APM) solutions. This fix pack provides new functionality and fixes for the Z APM Distributed Gateway (DG), previously called the Transaction Tracking Gateway (TTG), that runs on Linux.  It is a cumulative fixpack which can be deployed as a new installation.

TTG Fixes and Updates included in fix pack 1 
· Customers who adopt the AppDynamics APM solution can track performance and availability of transactions when they enter IMS Connect through the IMS Connect client, IMS Transaction Manager resource adapter, and flow from IMS Connect to IMS Transaction Manager. In support of this, there is a new IMS TM resource adapter plug-in, delivered in this fix pack that needs to be installed in the WebSphere Application Server. After installation of the this fix pack, follow these instructions for installing the IMS TM resource adapter plug-in:

https://www.ibm.com/support/knowledgecenter/SSYHZ9_6.1.0/com.ibm.zapm_connect.doc/configuration/ims/zapm_ims_msg_tmra.htm
· NOTE: Installing fix pack 2 will also provide the above changes provided from fix pack 1

TTG Fixes and Updates included in fix pack 2

· The certificate generated during the TTG installation process (<install directory>/ttg/config/.ttgcert.arm) now uses a more secure key.  Installing the fix pack on top of a previous installation of the TTG will replace an old certificate if it does not use the updated key.  NOTE: You will need to update the certificate on z/OS in order for the Z APM Connect container to communicate with the TTG via SSL.  The steps required for this update can be found here:
https://www.ibm.com/support/knowledgecenter/SSYHZ9_6.1.0/com.ibm.zapm_connect.doc/secure/zapm_dg_secure.html
TTG Fixes and Updates included in fix pack 3

· The AppDynamics SDK packaged within the TTG has been updated to the 4.5 level which allows for OAUTH2 support.  This means as part of the installation you will have the option to provide an OAUTH token for authentication in place of username / password authentication.
· The TTG has been updated to support transactions that are called in to the mainframe through z/OS Connect

TTG Fixes and Updates included in fix pack 4

· The TTG has been updated to allow for displaying IMSDB backend nodes on the AppDynamics UI.

· The TTG will now report the Trips Count for CICS calls in to Db2 and IMSDB as well as Trips Count for IMS calls in to IMSDB

TTG Fixes and Updates included in fix pack 5

· The TTG has been updated to allow for connections to the AppDynamics controller through a forward proxy.

TTG Fixes and Updates included in fix pack 6

· The TTG (now DG) has been rearchitected to allow for increased throughput.

· The DG has added support for transactions initiated with CICS Transaction Gateway.
· DG now supports use of existing customer security certificates.
DG Fixes and Updates included in fix pack 7

· The DG has added documentation to provide more clarity for the installation experience.

· The DG no longer includes support for IBM Cloud APM v8.4.

· The distributed support for the DG now supports pre-existing OpenShift clusters using a Helm chart.

· The DG now properly handles connections to AppDynamics controllers regardless if the controller is using a self-signed certificate or one signed by an authorized CA.

· For installations not using OpenShift, the prerequisite for Docker is now v13 rather than v18.
DG Fixes and Updates included in fix pack 8
· Support for CICS to CICS using DTP in addition to existing DPL support
· Added Kubernetes to supported pre-existing clusters (in addition to OpenShift)

· Added support of installing on pre-existing clusters without using helm to install
· Consolidated standalone install/configuration/start interface into a single executable
Installation - Knowledge Center

The Distributed Gateway can be installed into a pre-existing OpenShift or Kubernetes cluster, or onto a single VM using Docker. Detail on installing either option of the Distributed Gateway can be found on the IBM Knowledge Center here:

https://www.ibm.com/support/knowledgecenter/SSYHZ9_6.1.0/com.ibm.zapm_connect.doc/configuration/ttg/zapm_dg_overall.html
